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Abstract of the contribution: This pCR update the I-UPF management and PSA relocation initiated during other procedures.
Discussion

This pCR proposes to update description about the intermediate UPF management and PSA relocation procedure initiated during other procedures.
<Intermediate UPF insertion/removal/relocation initiated during Registration procedure> 

This procedure is referring the steps in clause 4.3.2.3 (Service Request). The main difference of this procedure from the referred steps in SR clause is that intermediate UPF management during Registration procedure can be done for the PDU Session that is not being activated in a proactive manner. In that case, (R)AN does not need to be aware/updated about the intermediate UPF management, 
Proposal 1 : Clarifies that the intermediate UPF management initiated during Registration procedure may not include interaction with the (R)AN. 
<PSA relocation during service request procedure>

Based on the CT group feedback, N1 SM container triggering PSA Relocation during SR is sent separately from the Service Accept message. In this situation, it would be better to operate the normal SSC mode procedure exactly independently from the initiating other procedure (e.g., SR, Registration), if there is no critical problem. In the current spec, N11, N1 procedure to send N1 SM container for SSC mode is described as part of SR procedure, and the service operation used in N11 transaction is different from the normal SSC mode one.
Proposal 2 : SSC mode 2/3 triggered during Service Request is updated to be more aligned to the normal SSC mode 2/3 procedures and the procedure is described more independently from SR procedure. 
Proposal

Propose to accept the following revision in the TS 23.502.
*************** Start of the 1st changes ***************
4.2.2.2.2
General Registration
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Figure 4.2.2.2.2-1: Registration procedure

1.
UE to (R)AN: AN message (AN parameters, RM-NAS Registration Request (Registration type, SUPI or 5G-GUTI, last visited TAI (if available), Security parameters, Requested NSSAI, UE 5GC Capability, PDU Session status, PDU Session(s) to be re-activated, Follow on request, and MICO mode preference)).


In case of NG-RAN, the AN parameters include e.g. SUPI or the 5G-GUTI, the Selected PLMN ID and Requested NSSAI, the AN parameters also include Establishment cause. The Establishment cause provides the reason for requesting the establishment of an RRC connection.


The Registration type indicates if the UE wants to perform an "initial registration" (i.e. the UE is in RM-DEREGISTERED state), a "Mobility Registration Update" (i.e. the UE is in RM-REGISTERED state and initiates a Registration procedure due to mobility), a "Periodic Registration Update" (i.e. the UE is in RM-REGISTERED state and initiates a Registration procedure due to the Periodic Registration Update timer expiry, see clause 4.2.2.2.1) or an "Emergency Registration" (i.e. the UE is in limited service state). The UE performing an Initial Registration (i.e., the UE is in RM-DEREGISTERED state) to a PLMN for which the UE does not already have a 5G-GUTI, the UE shall include its SUPI in the Registration Request. For an Emergency Registration, the SUPI shall be included if the UE does not have a valid 5G-GUTI available; the PEI shall be included when the UE has no SUPI and no valid 5G-GUTI. In other cases, the 5G-GUTI is included and it indicates the last serving AMF. If the UE is already registered via a non-3GPP access in a PLMN different from the new PLMN (i.e. not the registered PLMN or an equivalent PLMN of the registered PLMN) of the 3GPP access, the UE shall not provide over the 3GPP access the 5G-GUTI allocated by the AMF during the Registration procedure over the non-3GPP access. Also, if the UE is already registered via a 3GPP access in a PLMN (i.e. the registered PLMN), different from the new PLMN (i.e. not the registered PLMN or an equivalent PLMN of the registered PLMN) of the non-3GPP access, the UE shall not provide over the non-3GPP access the 5G-GUTI allocated by the AMF during the Registration procedure over the 3GPP access. The UE may provide the UE's usage setting based on its configuration as defined in TS 23.501 [2] clause 5.16.3.7.


If available, the last visited TAI shall be included in order to help the AMF produce Registration Area for the UE.


The Security parameters are used for Authentication and integrity protection. Requested NSSAI indicates the Network Slice Selection Assistance Information (as defined in clause 5.15 of TS 23.501 [2]). The PDU Session status indicates the previously established PDU Sessions in the UE. The PDU Session(s) to be re-activated is included to indicate the PDU Session(s) for which the UE intends to activate UP connections. A PDU Session corresponding to a LADN shall not be included in the PDU Session(s) to be re-activated when the UE is outside the area of availability of the LADN. The Follow on request is included when the UE has pending uplink signalling and the UE doesn't include PDU Session(s) to be re-activated.

Editor's note:
The content of the Security parameters is FFS.

Editor's note:
It is FFS if HO attach indication is to be added.

Editor's note:
It is FFS how UE Radio capabilities are provided.

2.
If a SUPI is included or the 5G-GUTI does not indicate a valid AMF the (R)AN, based on (R)AT and Requested NSSAI, if available, selects an AMF


The (R)AN selects an AMF as described in TS 23.501 [2], clause 6.3.5.


If the (R)AN cannot select an appropriate AMF, it forwards the Registration Request to an AMF which has been configured, in (R)AN, to perform AMF selection.
3.
(R)AN to new AMF: N2 message (N2 parameters, RM-NAS Registration Request (Registration type, SUPI or 5G-GUTI, last visited TAI (if available), Security parameters, Requested NSSAI, UE 5GC Capability, PDU Session status, PDU Session(s) to be re-activated, Follow on request, and MICO mode preference)).


When NG-RAN is used, the N2 parameters include the Selected PLMN ID, Location Information, Cell Identity and the RAT type related to the cell in which the UE is camping.


When NG-RAN is used, the N2 parameters also include the Establishment cause.


If the Registration type indicated by the UE is Periodic Registration Update, then steps 4 to 17 may be omitted.
4.
[Conditional] new AMF to old AMF: Namf_Communication_UEContextTransfer (complete Registration Request).


If the UE's 5G-GUTI was included in the Registration Request and the serving AMF has changed since last Registration procedure, the new AMF may invoke the Namf_Communication_UEContextTransfer service operation on the old AMF including the complete Registration Request IE, which may be integrity protected, to request the UE's SUPI and MM Context. See clause 5.2.2.2.2 for details of this service operation. The old AMF uses the integrity protected complete Registration request IE to verify if the context transfer service operation invocation corresponds to the UE requested.


The old AMF also transfers the event subscriptions information by each consumer NF, for the UE, to the new AMF.

NOTE 1:
The consumer NFs does not need to subscribe for the events once again with the new AMF after the UE is successfully registered with the new AMF.


If the new AMF has already received UE contexts from the old AMF during handover procedure, then step 4,5 and 10 shall be skipped.


For an Emergency Registration, if the UE identifies itself with a 5G-GUTI that is not known to the AMF, steps 4 and 5 are skipped and the AMF immediately requests the SUPI from the UE. If the UE identifies itself with PEI, the SUPI request shall be skipped. Allowing Emergency Registration without a user identity is dependent on local regulations.

5.
[Conditional] old AMF to new AMF: Response to Namf_Communication_UEContextTransfer (SUPI, MM Context, SMF information, PCF ID).


Old AMF responds to the new AMF for the Namf_Communication_UEContextTransfer invocation by including the UE's SUPI and MM Context.


If old AMF holds information about established PDU Sessions, the old AMF includes SMF information including S-NSSAI, SMF identities and PDU Session ID.


If old AMF holds information about active NGAP UE-TNLA bindings to N3IWF, the old AMF includes information about the NGAP UE-TNLA bindings.

6.
[Conditional] new AMF to UE: Identity Request ().


If the SUPI is not provided by the UE nor retrieved from the old AMF the Identity Request procedure is initiated by AMF sending an Identity Request message to the UE.

7.
[Conditional] UE to new AMF: Identity Response ().


The UE responds with an Identity Response message including the SUPI.

8.
The AMF may decide to initiate UE authentication by invoking an AUSF. In that case, the AMF, shall be based on SUPI, select an AUSF as described in TS 23.501 [2], clause 6.3.4.


If the AMF is configured to support Emergency Registration for unauthenticated SUPIs and the UE indicated Registration type "Emergency Registration" the AMF skips the authentication and security setup or the AMF accepts that the authentication may fail and continues the Registration procedure.
9a.
The AUSF shall execute authentication of the UE.


The authentication is performed as described in clause X, it requires UDM. The AUSF discovers a UDM as described in TS 23.501 [2], clause 6.3.8.


If network slicing is used, the AMF decides if the Registration Request needs to be rerouted as described in clause 4.2.2.2.3, where the initial AMF refers to the AMF.
9b
The AMF shall initiate NAS security functions.


The NAS security is performed as described in clause X.
10.
[Conditional] new AMF to old AMF: Namf_Communication_RegistrationCompleteNotify ().


If the AMF has changed the new AMF notifies the old AMF that the registration of the UE in the new AMF is completed by invoking the Namf_Communication_RegistrationCompleteNotify service operation.


If the authentication/security procedure fails, then the Registration shall be rejected, and the new AMF invokes the Namf_Communication_RegistrationCompleteNotify service operation with a reject indication reason code towards the old AMF. The old AMF continues as if the UE context transfer service operation was never received.


If one or more of the S-NSSAIs used in the old Registration Area cannot be served in the target Registration Area, the new AMF determines which PDU Session cannot be supported in the new Registration Area. The new AMF invokes the Namf_Communication_RegistrationCompleteNotify service operation including the rejected PDU Session ID and a reject cause (e.g. the S-NSSAI becomes no longer available) towards the old AMF. Then the new AMF modifies the PDU Session Status correspondingly. The old AMF informs the corresponding SMF(s) to locally release the UE's SM context by invoking the Nsmf_PDUSession_ReleaseSMContext service operation.


See clause 5.2.2.2.3 for details of Namf_Communication_RegistrationCompleteNotify service operation.

11.
[Conditional] new AMF to UE: Identity Request/Response (PEI).


If the PEI was not provided by the UE nor retrieved from the old AMF the Identity Request procedure is initiated by AMF sending an Identity Request message to the UE to retrieve the PEI. The PEI shall be transferred encrypted unless the UE performs Emergency Registration and cannot be authenticated.


For an Emergency Registration, the UE may have included the PEI in the Registration Request. If so, the PEI retrieval is skipped.
12.
Optionally the new AMF initiates ME identity check by invoking the N5g-eir_MEquipmentIdentityCheck_Get service operation (see clause 5.2.4.2.2).


The PEI check is performed as described in clause 4.7.


For an Emergency Registration, if the PEI is blocked, operator policies determine whether the Emergency Registration procedure continues or is stopped.

13.
If step 14 is to be performed, the new AMF, based on the SUPI, selects a UDM.


The AMF selects a UDM as described in TS 23.501 [2], clause 6.3.8.

14a-b. If the AMF has changed since the last Registration procedure, or if the UE provides a SUPI which doesn't refer to a valid context in the AMF, or if the UE registers to the same AMF it has already registered to a non-3GPP access (i.e. the UE is registered over a non-3GPP access and initiates this Registration procedure to add a 3GPP access), the new AMF registers with the UDM using Nudm_UECM_Registration and subscribes to be notified when the UDM deregisters this AMF. AMF retrieves the mobility subscription data using Nudm_SDM_Get and subscribes to be notified using Nudm_SDM_Subscribe when the mobility subscription data is modified. The GPSI is provided to the AMF in the subscription data from the UDM if the GPSI is available in the UE subscription data.


The new AMF provides the Access Type it serves for the UE to the UDM and the Access Type is set to "3GPP access". The UDM stores the associated Access Type together with the serving AMF.
Editor's note:
Whether interactions with UDM and PCF includes mobility restriction related information is FFS.

Editor's note:
The PEI is to be provided to the UDM in the Update Location procedure.


The new AMF creates an MM context for the UE after getting the mobility subscription data from the UDM.


For an Emergency Registration in which the UE was not successfully authenticated, the AMF shall not register with the UDM.


For an Emergency Registration, the AMF shall not check for access restrictions, regional restrictions or subscription restrictions. For an Emergency Registration, the AMF shall ignore any unsuccessful registration response from UDM and continue with the Registration procedure.

14c.
When the UDM stores the associated Access Type together with the serving AMF as indicated in step 14a, it will cause the UDM to initiate a Nudm_UECM_DeregistrationNotification (see clause 5.2.3.2.2) to the old AMF corresponding to 3GPP access, if one exists. The old AMF removes the MM context of the UE. If the serving NF removal reason indicated by the UDM is "Initial Registration", then the old AMF invokes the Namf_EventExposure_Notify service operation towards all the associated SMFs of the UE to notify that the UE is deregistered from old AMF. The SMF shall release the PDU Session(s) on getting this notification.

14d.
The Old AMF unsubscribes with the UDM for subscription data using Nudm_SDM_unsubscribe.
15.
In case the new AMF receives a PCF ID from the old AMF in step 5 and successfully contacts the PCF identified by the PCF ID, the new AMF retrieves the dynamic policy from the PCF.


If the PCF identified by the PCF ID cannot be used (e.g. no response from the PCF) or there is no the PCF ID received from the old AMF in step 5, t he AMF selects a PCF as described in TS 23.501 [2], clause 6.3.7.1.

16.
[Optional] new AMF to PCF: Npcf_AMPolicyControl_Get (SUPI, GPSI).


If the AMF has not yet obtained Access and Mobility policy for the UE or if the Access and Mobility policy in the AMF are no longer valid, the AMF requests the PCF to apply operator policies for the UE from the PCF through the Npcf_AMPolicyControl_Get service operation (see clause 5.2.5.2.2). The GPSI is included if available at AMF. In roaming case, the interaction between H-PCF and V-PCF is required for the provision of Access and Mobility policy. For an Emergency Registration, this step is skipped.

PCF to new AMF: Response to Npcf_AMPolicyControl_Get (Access and Mobility policy data).


The PCF responds to the Npcf_AMPolicyControl_Get service operation and provides the Access and Mobility policy data for the UE to the AMF.

17.
[Conditional] AMF to SMF: Namf_EventExposure_Notify () or Nsmf_PDUSession_UpdateSMContext ().


For an Emergency Registered UE, this step is applied when the Registration Type is "Mobility Registration Update".


The AMF invokes the Namf_EventExposure_Notify (see clause 5.2.2.3.4) or Nsmf_PDUSession_UpdateSMContext (see clause 5.2.8.2.6) in one or more of the following scenarios:

-
If the AMF is changed, the new AMF notifies each SMF of the new AMF serving the UE by informing the UE reachability status. In case the AMF has changed, it is assumed that the old AMF provides the available SMF information. If any PDU Session status indicates that it is released at the UE, the AMF invokes the Nsmf_PDUSession_ReleaseSMContext service operation towards the SMF in order to release any network resources related to the PDU Session.

-
If the "PDU Session(s) to be re-activated" is included in the Registration Request in step 1, the AMF sends Nsmf_PDUSession_UpdateSMContext Request to SMF(s) associated with the PDU Session(s) to activate User Plane connections of the PDU Session(s). From step 4 onwards described in clause 4.2.3.3 are executed to complete the User Plane connection activation without sending MM NAS Service Accept from the AMF to (R)AN described in step 8 of clause 4.2.3.3.

Editor's note:
It is FFS how the AMF handles if N1 SM information is included in Nsmf_PDUSession_UpdateSMContext Response by the SMF in step 7 of clause 4.2.3.3 due to relocation of PDU Session Anchor UPF.
-
If the UE was in MICO mode and the AMF had notified an SMF of the UE being unreachable and that the SMF needs not to send DL data notifications to the AMF, the AMF informs the SMF that the UE is reachable.

-
If the AMF had notified an SMF of the UE being reachable only for regulatory prioritized service and the UE enters into Allowed Area, the AMF informs the SMF that the UE is reachable.

-
If the UE is in Non-Allowed Area, and the PDU Session(s) to be re-activated is included in the Registration Request, then the AMF informs all the associated SMF(s) of the UE is reachable only for regulatory prioritized service.
NOTE 2:
the AMF will also notify any NF(s) that subscribed to UE reachability of the change of UE reachability.

-
If an SMF has subscribed to UE location change notification via Namf_EventExposure_Subscribe service operation and if the AMF detects that the UE has moved out the area of interest subscribed by an SMF serving the UE, the AMF invokes Namf_EventExposure_Notify service operation to inform the SMF of the new location information of the UE.

NOTE 3: Whether notification Ack needs a separate message or be realized in the transport layer will be determined in TS 29.518 [18].


The SMF may decide to trigger e.g. new intermediate UPF insertion, removal or relocation or UPF relocation as described in step 5 in clause 4.2.3.2. In the case that the new intermediate UPF insertion, removal, of relocation is performed for the PDU Session(s) not included in “PDU Session(s) to be re-activated”, the procedure is performed without N11 and N2 interactions to update the N3 user plane between (R)AN and 5GC.

If the Registration type indicated by the UE is Periodic Registration Update, then steps 20 may be omitted.


If the serving AMF is changed, the new AMF shall wait until step 17 is finished with all the SMFs associated with the UE. Otherwise, steps 18 to 22 can continue in parallel to this step.
18. New AMF to N3IWF: N2 Request ().


The AMF may decide to modify the NGAP UE-TNLA-binding toward N3IWF as described in 4.2.7.2. This is done in case AMF is changed and old AMF have existing NGAP UE-TNLA-bindings toward a N3IWF for the UE.

19.
N3IWF to new AMF: N2 Response ().

Editor's note:
It is FFS whether further description is needed on how the old AMF releases the existing NGAP UE-TNLA-bindings toward a N3IWF is FFS.
20.
[Conditional] old AMF to PCF: Npcf_AMPolicyControl_Delete ().


If the old AMF previously requested UE context to be established in the PCF, the old AMF terminates the UE context in the PCF by invoking the Npcf_AMPolicyControl_Delete service operation (see clause 5.2.5.2.4).PCF to old AMF: Response to Npcf_AMPolicyControl_Delete ().
21.
New AMF to UE: Registration Accept (5G-GUTI, Registration Area, Mobility restrictions, PDU Session status, Allowed NSSAI, Periodic Registration Update timer, LADN Information and accepted MICO mode, IMS Voice over PS session supported Indication, Emergency Service Support indicator).


The AMF sends a Registration Accept message to the UE indicating that the Registration Request has been accepted. 5G-GUTI is included if the AMF allocates a new 5G-GUTI. If the AMF allocates a new Registration area, it shall send the Registration area to the UE via Registration Accept message. If there is no Registration area included in the Registration Accept message, the UE shall consider the old Registration Area as valid. Mobility restrictions is included in case mobility restrictions applies for the UE and Registration Type is not "Emergency Registration". The AMF indicates the established PDU Sessions to the UE in the PDU Session status. The UE removes locally any internal resources related to PDU Sessions that are not marked as established in the received PDU Session status and for which the UE has requested PDU Session establishment and not received SMF response yet. If the PDU Session status information was in the Registration Request, the AMF shall indicate the PDU Session status to the UE. The NSSAI includes the Allowed S-NSSAIs. If the UE subscription data includes subscribed LADN identification information, the AMF shall include in the Registration Accept message the LADN Information for LADNs, defined in TS 23.501 [2] clause 5.6.5, that are available within the Registration area determined by the AMF for the UE. If the UE included MICO mode in the request, then AMF responds whether MICO mode should be used. The AMF sets the IMS Voice over PS session supported Indication as described in clause 5.16.3.2 of TS 23.501 [2]. In order to set the IMS Voice over PS session supported Indication the AMF may need to perform the UE/RAN Radio information and Compatibility Request procedure in clause 4.2.8 to check the compatibility of the UE and RAN radio capabilities related to IMS Voice over PS. If the AMF hasn't received Voice Support Match Indicator from the NG-RAN on time then, based on implementation, AMF may set IMS Voice over PS session supported Indication and update it at a later stage. The Emergency Service Support indicator informs the UE that emergency services are supported, i.e. the UE is allowed to request PDU Session for emergency services.


The Handover Restriction List is provided to NG-RAN by AMF in this step.


When the Follow on request is included, the AMF shall not release the signalling connection immediately after the completion of the Registration procedure.


For an Emergency Registered UE, there is no AS security context information included in the N2 control messages and there is no NAS level security when the UE cannot be authenticated.

Editor's note:
It is FFS whether NSSAI is provided to RAN by AMF.

Editor's note:
It is FFS whether LADN subscription information (i.e. information which indicates whether the UE subscribes the LADN service) is included in UE subscription data or is managed by policy information by PCF.

22.
[Conditional] UE to new AMF: Registration Complete ().

The UE sends a Registration Complete message to the AMF to acknowledge if a new 5G-GUTI was assigned.


When the "PDU Session(s) to be re-activated" is not included in the Registration Request, the AMF releases the signalling connection with UE, according to clause 4.2.6. When the Follow on request is included in the Registration Request, the AMF shall not release the signalling connection immediately after the completion of the Registration procedure. 
Editor's note:
Details of N2 interaction is FFS.

*************** End of the 1st changes ****************

*************** Start of the 2nd changes ***************
4.2.3.2
UE Triggered Service Request in CM-IDLE state
The UE in CM‑IDLE state initiates the Service Request procedure in order to send uplink signalling messages, user data, or as a response to a network paging request. After receiving the Service Request message, the AMF may perform authentication. After the establishment of the signalling connection to an AMF, the UE or network may send signalling messages, e.g. PDU Session establishment from UE to  the SMF, via the AMF.
For any Service Request, the AMF responds with a  Service Accept message to synchronize PDU Session status between UE and network, if necessary. The AMF responds with a Service Reject message to UE, if the Service Request cannot be accepted by network. The Service Reject message may include an indication or cause code requesting the UE to perform Registration Update procedure.

For Service Request due to user data, network may take further actions if User Plane connection activation is not successful.

The procedure in this clause 4.2.3.2 is applicable to the scenarios with or without intermediate UPF, and with or without intermediate UPF reselection.
NOTE 1:
The procedure in this clause 4.2.3.2 is not applicable for an access network (once the UE is registered in the network) in which the UE is always considered as in CM-CONNECTED state and in which the User Plane connection is always considered active for an established PDU Session.
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Figure 4.2.3.2-1: UE Triggered Service Request procedure

1.
UE to (R)AN: AN message (AN parameters, MM NAS Service Request (List Of PDU Sessions To Be Activated, List Of Allowed PDU Sessions, security parameters, PDU Session status)).


The List Of PDU Sessions To Be Activated is provided by UE when the UE wants to re-activate the PDU Session(s). The List Of Allowed PDU Sessions is provided by the UE when the Service Request is a response of a Paging or a NAS Notification, and identifies the PDU Sessions that can be transferred or associated to the access on which the Service Request is sent.

Editor's note:
The required AN parameters are FFS.


In case of NG-RAN:

-
the AN parameters include Selected PLMN ID and Establishment cause. The Establishment cause provides the reason for requesting the establishment of an RRC connection.

-
The UE sends NAS Service Request message towards the AMF encapsulated in an RRC message to the RAN. The RRC message(s) that can be used to carry the 5G-GUTI and this NAS message are described in TS 38.331 [12] and TS 36.331 [16].

If the Service Request is triggered for user data, the UE identifies, using the List Of PDU Sessions To Be Activated, the PDU Session(s) for which the UP connections are to be activated in NAS Service Request message. If the Service Request is triggered for signalling only, the UE doesn't identify any PDU Session(s). If this procedure is triggered for paging response, and the UE has at the same time some user data to be transferred, the UE identifies the PDU Session(s) whose UP connections are to be activated in MM NAS Service Request message, by the List Of PDU Sessions To Be Activated. Otherwise the UE does not identify any PDU Session(s) in the Service Request message for paging response.


If the Service Request over 3GPP access is triggered in response to the paging indicating non-3GPP access, the NAS Service Request message shall identify in the List Of Allowed PDU Sessionsthe list of PDU Sessions associated with the non-3GPP access that can be re-activated over 3GPP, as described in clause 4.2.3.4 (step 6) of this specification and in clause 5.6.8 of TS 23.501 [2].


The PDU Session status indicates the PDU Sessions available in the UE.


The UE shall not trigger a Service Request procedure for a PDU Session corresponding to a LADN when the UE is outside the area of availability of the LADN. And the UE shall not identify such PDU Session(s) in the List Of PDU Sessions To Be Activated, if the Service Request is triggered for other reasons.
2.
(R)AN to AMF: N2 Message (N2 parameters, MM NAS Service Request).


Details of this step are described in TS 38.413 [10]. If the AMF can't handle the Service Request it will reject it.


When NG-RAN is used, the N2 parameters include the 5G-GUTI, Selected PLMN ID, Location information, RAT type and Establishment cause.


5G-GUTI is obtained in RRC procedure. RAN selects the AMF according to 5G-GUTI. The Location Information and RAT type relates to the cell in which the UE is camping.


Based on the PDU Session status, the AMF may initiate PDU Session Release procedure in the network for the PDU Sessions whose PDU Session ID(s) were indicated by the UE as not available.

3.
If the Service Request was not sent integrity protected or integrity protection verification failed, the AMF shall initiate NAS authentication/security procedure as defined in clause 4.6.


If the UE triggered the Service Request to establish a signalling connection only, after successful establishment of the signalling connection the UE and the network can exchange NAS signalling and steps 4 to 10 and 13 to 20 are skipped.

4.
[Conditional] AMF to SMF: Nsmf_PDUSession_UpdateSMContext Request (PDU Session ID(s), Cause(s), UE location information, Access Type).


The Nsmf_PDUSession_UpdateSMContext Request is invoked:

-
If the UE identifies PDU Session(s) to be activated in the NAS Service Request message;

-
This procedure is triggered by the SMF but the PDU Session(s) identified by the UE correlates to other PDU Session ID(s) than the one triggering the procedure; or

-
This procedure is triggered by the SMF but the current UE location is outside the "Area of validity for the N2 information" provided by the SMF in step 3a of clause 4.2.3.4. In this case the AMF shall not send the N2 information provided by the SMF in step 3a of clause 4.2.3.4.


The AMF determines the PDU Session(s) to be activated and sends an Nsmf_PDUSession_UpdateSMContext Request to SMF(s) associated with the PDU Session(s) with Cause set to indicate "establishment of user plane resources" for the PDU Session(s).


If the procedure was triggered in response to paging indicating non-3GPP access, and the List Of Allowed PDU Sessions provided by the UE does not include the PDU Session for which the UE was paged, the AMF notifies the SMF that the User Plane for the PDU Session cannot be re-activated. The Service Request Procedure succeeds without re-activating the User Plane of any PDU Sessions, and the AMF notifies the UE.

5.
If the PDU Session ID corresponds to a LADN and the SMF determines that the UE is outside the area of availability of the LADN based on the UE location reporting from the AMF, the SMF decides to (based on local policies) either:

-
keep the PDU Session, but rejects the activation of user plane connection for the PDU Session and informs the AMF about it. If the procedure has been triggered by a Network Triggered Service Request as described in clause 4.3.2.4, the SMF may notify the UPF that originated the Data Notification to discard downlink data for the PDU Sessions and/or to not provide further Data Notification messages; or

-
to release the PDU Session: the SMF locally releases the PDU Session and informs the AMF that the PDU Session is released.


In any case of the two cases above the SMF answers to the AMF (step10) with an appropriate reject cause and the User Plane Activation of PDU Session is stopped.

Otherwise (i.e. the UP activation of the PDU Session is accepted by the SMF), based on the location info received from the AMF, the SMF checks the UPF Selection Criteria according to clause 6.3.3 of TS 23.501 [2], and determines to perform one of the following:

-
continue using the current UPF(s);

-
selects a new intermediate UPF (or add/remove an intermediate UPF), if the UE has moved out of the service area of the UPF that was previously connecting to the AN, while maintaining the UPF(s) acting as PDU Session Anchor. The steps to perform I-UPF addition/relocation/removal are described as conditional steps in the following of the current procedure; or

NOTE 3:
If the old and/or new I-UPF implements an UL CL or BP functionality and a PDU Session Anchor for connectivity to the local access to the Data Network as described in TS 23.501 [2] clause 5.6.4.2, the signalling described in the current clause is intended as the signalling to add, remove or relocate the PDU Session Anchor, and must be complemented by the signalling to add, release or relocate the UL CL or BP as described respectively in clauses 4.3.5.4, 4.3.5.5 and 4.3.5.7.

-
trigger re-establishment of the PDU Session to perform relocation of the UPF acting as PDU Session Anchor, e.g. the UE has moved out of the service area of the anchor UPF which is connecting to RAN.
6a.
[Conditional] SMF to new UPF (intermediate): N4 Session Establishment Request


If the SMF selects a new UPF to act as intermediate UPF for the PDU Session, or if the SMF selects to insert an intermediate UPF for a PDU Session which did not have an intermediate UPF, an N4 Session Establishment Request message is sent to the new UPF, providing Packet detection, Data forwarding, enforcement and reporting rules to be installed on the intermediate UPF. The PDU Session Anchor addressing information (on N9) for this PDU Session is also provided to the intermediate UPF.


If a new UPF is selected by the SMF to replace the old (intermediate) UPF, SMF includes the Data forwarding indication. The Data Forwarding Indication indicates to the UPF that a second tunnel endpoint needs to be reserved for buffered DL data from the old I-UPF.
6b.
new UPF (intermediate) to SMF: N4 Session Establishment Response


The new intermediate UPF sends an N4 Session Establishment Response message to the SMF. In case the UPF allocates CN Tunnel Info, it provides DL CN Tunnel Info for the UPF acting as PDU Session Anchor and UL CN Tunnel Info (i.e. CN N3 tunnel info) to the SMF. If the Data forwarding indication is received, the new (intermediate) UPF acting as N3 terminating point also sends DL CN Tunnel Info for the old (intermediate) UPF to the SMF. The SMF starts a timer, to be used in step 20a to release the resource in old intermediate UPF if there is one.

7a.
[Conditional] SMF to UPF (PSA): N4 Session Modification Request


If the SMF selects a new intermediate UPF for the PDU Session or removed the I-UPF, the SMF sends N4 Session Modification Request message to PDU Session Anchor UPF, providing the Data forwarding indication and DL tunnel information from new intermediate UPF.


If the new intermediate UPF was added for the PDU Session, the UPF (PSA) begins to send the DL data to the new I-UPF as indicated in the DL tunnel information.


If the Service Request is triggered by the network, and the SMF removes the old I-UPF but does not replace it with a new I-UPF, the SMF includes the Data Forwarding indication to the request. The Data Forwarding Indication indicates to the UPF (PSA) that a second tunnel endpoint needs to be reserved for buffered DL data from the old I-UPF. In this case, the UPF (PSA) begins to buffer the DL data it may receive at the same time from the N6 interface.7b.
UPF (PSA) to SMF: N4 Session Modification Response


The UPF (PSA) sends N4 Session Modification Response message to SMF.


If the Data Forwarding Indication is received, the UPF (PSA) becomes as N3 Terminating Point and sends CN DL tunnel info for the old (intermediate) UPF to the SMF. The SMF starts a timer, to be used in step 20a to release the resource in old intermediate UPF if there is one.

8a. [Conditional] SMF to old UPF (intermediate): N4 Session Modification Request (New UPF address, New UPF DL Tunnel ID)


If the service request is triggered by the network, and the SMF removes the old (intermediate) UPF, the SMF sends the N4 Session Modification Request message to the old (intermediate) UPF, providing the DL tunnel information for the buffered DL data. If the SMF allocated new I-UPF, the DL tunnel information is from the new (intermediate) UPF acting as N3 terminating point. If the SMF did not allocate a new I-UPF, the DL tunnel information is from the new UPF (PSA) acting as N3 terminating point. The SMF starts a timer to monitor the forwarding tunnel.

8b.
old UPF (intermediate) to SMF: N4 Session Modification Response


The old (intermediate) UPF sends N4 Session Modification Response message to SMF.

9.
[Conditional] old UPF (intermediate) to new UPF (intermediate): buffered downlink data forwarding


If the I-UPF is relocated and forwarding tunnel was established to the new I-UPF, the old (intermediate) UPF forwards its buffered data to the new (intermediate) UPF acting as N3 terminating point.

10.
[Conditional] old UPF (intermediate) to UPF (PSA): buffered downlink data forwarding


If the old I-UPF is removed and no new I-UPF is assigned for the PDU Session and forwarding tunnel was established to the UPF (PSA), the old (intermediate) UPF forwards its buffered data to the UPF (PSA) acting as N3 Terminating Point.

11.
[Conditional] SMF to AMF: Nsmf_PDUSession_UpdateSMContext Response (N2 SM information (PDU Session ID, QoS profile, CN N3 Tunnel Info, S-NSSAI), Cause) to the AMF.


Additional, upon reception of the Nsmf_PDUSession_UpdateSMContext Request in step 4 with cause including "establishment of user plane resources", the SMF determines whether UPF reallocation is performed, based on the UE location information, UPF service area and operator policies:

-
For a PDU Session that the SMF has determined still to be served by the current UPF, i.e. PDU Session Anchor or intermediate UPF in step 5, the SMF generates only N2 SM information and sends Nsmf_PDUSession_UpdateSMContext Response to the AMF to establish the User Plane(s). The N2 SM information contains information that the AMF shall provide to the RAN.

-
For a PDU Session that SMF has determined as needing a UPF relocation for PDU Session Anchor UPF is needed in step 5, SMF rejects the activation of UP of the PDU Session by sending Nsmf_PDUSession_UpdateSMContext Response by including a proper cause in the message. The SMF triggers relocation of PDU Session Anchor UPF(s) as defined in clause 4.3.5.1.1 or clause 4.3.5.2 according to the SSC mode of the PDU session(s). The UE initiates PDU Session re-establishment for this/these PDU Session(s) after the Service Request procedure is completed.

Upon reception of the Namf_EventExposure_Notify in step 4 with an indication that the UE is reachable, if the SMF has pending DL data the SMF invokes the Namf_Communication_N1N2MessageTransfer service operation to the AMF to establish the User Plane(s) for the PDU Sessions, otherwise the SMF resumes sending DL data notifications to the AMF in case of DL data.


In the following cases, the SMF can reject the activation of UP of the PDU Session by including a cause in the Nsmf_PDUSession_UpdateSMContext Response:

-
If the PDU Session corresponds to a LADN and the UE is outside the area of availability of the LADN as described in step 5;

-
If the AMF notified the SMF that the UE is reachable only for regulatory prioritized service, and the PDU Session to be activated is not for a regulatory prioritized service; or

-
If the SMF decided to perform PSA UPF relocation for the requested PDU Session.

12.
AMF to (R)AN: N2 Request (N2 SM information received from SMF, security context, AMF Signalling Connection ID, Handover Restriction List, MM NAS Service Accept, list of recommended cells / TAs / NG-RAN node identifiers).

RAN stores the Security Context, AMF Signalling Connection Id, QoS Information for the QoS Flows of the PDU Sessions that are activated and N3 Tunnel IDs in the UE RAN context. Handover Restriction List is described in TS 23.501 [2] clause 5.3.4.1 "Mobility Restrictions".

MM NAS Service Accept includes PDU Session status in AMF. If the activation of UP of a PDU Session is rejected by an SMF, then the MM NAS Service Accept includes the PDU Session ID and the reason why the user plane resources were not activated (e.g. LADN not available). Any local PDU Session release during the Session Request procedure is indicated to the UE via the Session Status.

If there are multiple PDU Sessions that involves multiple SMFs, AMF does not need to wait for responses from all SMFs in step 3 before it send N2 SM information to the UE. However, the AMF shall wait for all responses from the SMFs before it sends MM NAS Service Accept message to the UE.


AMF shall include at least one N2 SM information from SMF if the procedure is triggered for PDU Session User Plane activation. AMF may send additional N2 SM information from SMFs in separate N2 message(s) (e.g. N2 tunnel setup request), if there is any. Alternatively, if multiple SMFs are involved, the AMF may send one N2 Request message to (R)AN after all the Nsmf_PDUSession_UpdateSMContext Response service operations from all the SMFs associated with the UE are received. In such case, the N2 Request message includes the N2 SM information received in each of the Nsmf_PDUSession_UpdateSMContext Response and PDU Session ID to enable AMF to associate responses to relevant SMF.


If the NG-RAN node had provided the list of recommended cells / TAs / NG-RAN node identifiers during the AN Release procedure (see clause 4.2.6), the AMF shall include it in the N2 Request. The RAN may use this information to allocate the RAN Notification Area when the RAN decides to enable RRC Inactive state for the UE.


If the AMF had received an indication, from the SMF during PDU Session Establishment procedure (see clause 5.2.8.2.5) that the UE is using a PDU Session related to latency sensitive services, for any of the PDU Sessions established for the UE and the AMF has received an indication from the UE that supports the CM-CONNECTED with RRC Inactive state, then the AMF shall include the UE's "RRC Inactive Assistance Information" as defined in TS 23.501 [2]. Otherwise, the AMF based on network configuration, may include the UE's "RRC Inactive Assistance Information" as defined in TS 23.501 [2].

13.
(R)AN to UE: The RAN performs RRC Connection Reconfiguration with the UE depending on the QoS Information for all the QoS Flows of the PDU Sessions whose UP connections are activated and Data Radio Bearers. The User Plane security is established at this step, which is described in detail in TS 38.331 [12] and TS 36.331 [16].


If the N2 Request includes a MM NAS Service Accept message, the RAN forwards the MM NAS Service Accept to the UE. The UE locally deletes context of PDU Sessions that are not available in 5GC.




NOTE 4:
The reception of the Service Accept message does not imply the successful activation of the User Plane radio resources.

NOTE 5:
In case not all the requested User Plane AN resources are successfully activated, TS 38.413 [10] will define how to handle this.

Editor's note:
When/how the UE is notified about the successful completion of user plane activation is FFS.

After the User Plane radio resources are setup, the uplink data from the UE can now be forwarded to RAN. The NG-RAN sends the uplink data to the UPF address and Tunnel ID provided in the step 4.

14.
[Conditional] (R)AN to AMF: N2 Request Ack (N2 SM information (AN Tunnel Info, List of accepted QoS Flows for the PDU Sessions whose UP connections are activated, List of rejected QoS Flows for the PDU Sessions whose UP connections are activated)).


The message may include N2 SM information(s), e.g. AN Tunnel Info. RAN may respond N2 SM information with separate N2 message (e.g. N2 tunnel setup response) if AMF sends separate N2 message in step 11.


If multiple N2 SM information are included in the N2 Request message in step 11, the N2 Request Ack includes multiple N2 SM information and information to enable the AMF to associate the responses to relevant SMF.
15.
[Conditional] AMF to SMF: Nsmf_PDUSession_UpdateSMContext Request (N2 SM information (AN Tunnel Info), RAT Type) per PDU Session to the SMF.


If the AMF received N2 SM information (one or multiple) in step 14, then the AMF shall forward the N2 SM information to the relevant SMF. If the UE Time Zone has changed compared to the last reported UE Time Zone then the AMF shall include the UE Time Zone IE in this message.
Editor's note:
It is FFS how to handle the non-accepted QoS Flows.
Editor's note:
Procedure to pause charging by SMF is FFS.
16.
[Optional] SMF to PCF: If dynamic PCC is deployed, SMF may initiate notification about new location information to the PCF (if subscribed) by invoking Nsmf_EventExposure_Notify service operation. The PCF may provide updated policies by invoking Npcf_SMPolicyControl_UpdateNotify operation (see clause 5.2.5.5.3).


See clause x.y.z for details.
17a.
[Conditional] SMF to new intermediate UPF: N4 Session Modification Request(AN Tunnel Info and List of accepted QoS Flows).


If the SMF selected a new UPF to act as intermediate UPF for the PDU Session in step 5, the SMF initiates a N4 Session Modification procedure to the new I-UPF and provides AN Tunnel Info. The Downlink Data from the new I-UPF can now be forwarded to RAN and UE.
17b.
[Conditional] UPF to SMF: N4 Session Modification Response.

18a.
[Conditional] SMF to UPF (PSA): N4 Session Modification Request (RAN tunnel info).


If a User Plane is to be setup or modified and after the modification there is no I-UPF, the SMF initiates a N4 Session Modification procedure to UPF (PSA) and provides RAN Tunnel Info. The Downlink Data from the UPF (PSA) can now be forwarded to RAN and UE.
18b.
[Conditional] UPF to SMF: N4 Session Modification Response.

19.
[Conditional] SMF to AMF: Nsmf_PDUSession_UpdateSMContext Response.

20a.
[Conditional] SMF to new UPF (intermediate): N4 Session Modification Request.


If forwarding tunnel has been established to the new I-UPF and if the timer SMF set for forwarding tunnel at step 8a has expired, SMF sends N4 Session modification request to new (intermediate) UPF acting as N3 terminating point to release the forwarding tunnel.

20b.
[Conditional] new UPF (intermediate) to SMF: N4 Session modification response.


New (intermediate) UPF acting as N3 terminating point sends N4 Session Modification response to SMF.

21a.
[Conditional] SMF to UPF (PSA): N4 Session Modification Request.


If forwarding tunnel has been established to the UPF (PSA) and if the timer SMF set for forwarding tunnel at step 7a has expired, SMF sends N4 Session modification request to UPF (PSA) acting as N3 Terminating Point to release the forwarding tunnel.

21b.
[Conditional] UPF (PSA) to SMF: N4 Session Modification Response.


UPF (PSA) acting as N3 Terminating Point sends N4 Session Modification Response to SMF.
22a.
[Conditional] SMF to old UPF: N4 Session Modification Request or N4 Session Release Request.


If the SMF decided to continue using the old UPF in step 5, the SMF sends an N4 Session Modification Request, providing AN Tunnel Info.


If the SMF decided to select a new UPF to act as intermediate UPF in step 5, and the old UPF is not PSA UPF, the SMF initiates resource release, after timer in step 6b expires, by sending an N4 Session Release Request (Release Cause) to the old intermediate UPF.

22b.
Old intermediate UPF to SMF: N4 Session Modification Response or N4 Session Release Response.


The old UPF acknowledges with an N4 Session Modification Response or N4 Session Release Response message to confirm the modification or release of resources.

The AMF invokes the Namf_EventExposure_Notify service operation to notify the mobility related events, after this procedure completes, towards the NFs that have subscribed for the events. The following are the cases when the AMF invokes the Namf_EventExposure_Notify towards the SMF.

-
If the SMF had subscribed for UE moving into or out of "area of interest" and if the UE's current location indicates that it is either moving into or moving outside of the "Area of interest" subscribed.

-
If the SMF had subscribed for "LADN DNN" and if the UE is moving into or outside of an area where the LADN is available.

-
If the UE was in MICO mode and the AMF had notified an SMF of the UE being unreachable and that SMF need not send DL data notifications to the AMF, the AMF informs the SMF that the UE is reachable.

-
If the SMF had subscribed for UE reachability status, then the AMF notifies the UE reachability.

4.2.3.3
UE Triggered Service Request in CM-CONNECTED state

The Service Request procedure is used by a UE in CM-CONNECTED to request activate User Plane connection for PDU Sessions and to respond to a NAS Notification message from the AMF.

For this procedure, the impacted SMF and UPF are all under control of the PLMN serving the UE, e.g. in Home Routed roaming case the SMF and UPF in HPLMN are not involved.

The network may take further actions if User Plane connection activation is not successful.

The procedure in this clause 4.2.3.3 is applicable to the scenarios with or without intermediate UPF, and with or without intermediate UPF reselection.
NOTE 1:
The procedure in this clause 4.2.3.3 is not applicable for an access network (once the UE is registered in the network) in which the UE is always considered as in CM-CONNECTED state and in which the User Plane connection is always considered active for an established PDU Session.
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Figure 4.2.3.3-1: UE Triggered Service Request procedure in CM-CONNECTED state

1.
UE to (R)AN: MM NAS Service Request (List Of PDU Sessions) To Be Activated, List Of Allowed PDU Sessions).


The UE sends NAS message Service Request towards the AMF encapsulated in an RRC message to the RAN. The MM NAS Service Request message shall be integrity protected. If the Service Request is triggered for user data, the UE identifies PDU Session(s) whose UP connection is to be activated by including the List of PDU Sessions To Be Activated in the NAS Service Request message. The UE shall not trigger a Service Request procedure for a PDU Session corresponding to a LADN when the UE is outside the area of availability of the LADN. If the Service Request over 3GPP access is triggered in response to a NAS Notification message indicating a PDU Session associated with the non-3GPP access from the AMF, the NAS Service Request message shall identify, in the List Of Allowed PDU Sessions, the list of PDU Sessions associated with the non-3GPP access that can be re-activated over 3GPP access, as described in clause 4.2.3.4 (step 6) of this specification and in clause 5.6.8 of TS 23.501 [2].
2.
(R)AN to AMF: N2 Message(MM NAS Service Request).


Details of this step are described in TS 38.413 [10].

The (R)AN forwards the MM NAS Service Request message to the AMF based on the existing N2 connection. If the Service Request cannot be handled by the AMF, the AMF reject it.
3.
AMF to SMF: Nsmf_PDUSession_UpdateSMContext Request (PDU Session ID(s) , Cause, UE location information).


The AMF determines the PDU Session(s) to be re-activated and sends Nsmf_PDUSession_UpdateSMContext Request to SMF(s) associated with the PDU Session ID(s), including the current UE location. The Cause indicates "establishment of User Plane resources".

NOTE 2:
Step 3 is not performed for PDU Session(s) not indicated in the Service Request. Also, following step 4 to 7 and step 12 to 16 are skipped for those PDU Session(s).
4-9.
Same as step 5 to 11 of 4.2.3.2-1.
10.
AMF to (R)AN: N2 Request (N2 SM information (QoS profile, CN N3 Tunnel Info) received from SMF, MM NAS Service Accept).

If there are multiple PDU Sessions that involves multiple SMFs, AMF does not need wait for responses from all SMFs in step 3 before it send N2 SM information to the UE. However, the AMF shall wait for all responses from the SMFs before it sends MM NAS Service Accept message to the UE. In case of the Network Triggered Service Request procedure, the AMF does not send MM NAS Service Accept message to the UE.


If the activation of UP of a PDU Session is rejected by an SMF, then the MM NAS Service Accept includes an indication of the PDU Session ID and the reason why the user plane resources were not activated (e.g. LADN not available).
11.
(R)AN to UE: The RAN performs RRC Connection Reconfiguration with the UE depending on the QoS Information for all the QoS Flows of the PDU Sessions and Data Radio Bearers activated.


If the N2 Request includes a MM NAS Service Accept message, the RAN forwards the MM NAS Service Accept to the UE.




NOTE 3:
The reception of the Service Accept message does not imply the successful activation of the User Plane radio resources.

NOTE 4:
In case not all the requested user plane radio resources are successfully activated, stage 3 will define how to handle this.

Editor's note:
When/how the UE is notified about the user plane activation for the successful completion of access network resource is FFS.
12.
After the User Plane radio resources for the selected PDU Session are setup, the uplink data from the UE can now be forwarded to RAN. The NG-RAN sends the uplink data to the UPF address and Tunnel ID provided in the step 10.

13.
(R)AN to AMF: N2 Request Ack (N2 SM information (AN Tunnel Info, List of accepted QoS Flows for the PDU Sessions whose UP connections are activated, List of rejected QoS Flows for the PDU Sessions whose UP connections are activated)).


The message may include N2 SM information(s), e.g. AN Tunnel Info. RAN may respond N2 SM information with separate N2 message (e.g. N2 tunnel setup response). If the AMF sends separate N2 message in step 10.


If multiple N2 SM information are included in the N2 Request message in step 4, the N2 Request Ack includes multiple N2 SM information and information to enable the AMF to associate the responses to relevant SMF.
14-19.
Same as step 16-20 of Figure 4.2.3.2-1.

*************** End of the 2nd changes ****************

*************** Start of the 3rd changes ***************
4.3.5.1
Relocation of SSC mode 2 PDU Session Anchor with different PDU Sessions

The following procedure is triggered by SMF in order to relocate PDU Session Anchor serving a PDU Session of SSC mode 2 for a UE when neither multi-homing nor UL CL applies to the PDU Session. This procedure releases the existing PDU Session associated with an old PDU Session Anchor (i.e. UPF1 in figure 4.3.5.1-1) and immediately establishes a new PDU Session with a new PDU Session Anchor (i.e. UPF2 in figure 4.3.5.1-1) to the same DN.
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Figure 4.3.5.1-1: Relocation of SSC mode 2 PSA for a PDU Session
1.
The SMF determines that the serving UPF needs to be relocated due to events that may benefit from UPF relocation.

2.
The PDU Session Release procedure is initiated as described in clause 4.3.4. The SMF sends an N1 SM Information to the UE via the AMF by invoking Namf_Communication_N1N2MessageTransfer as described in Step 3b of clause 4.3.4.2. The PDU Session Release Command message in N1 SM Information contains the PDU Session ID that needs to be relocated and Cause indicating that a PDU Session re-establishment to the same DN is required. If the PDU Session re-establishment is requested while the Registration or Service Request procedure is on-going, the UE initiates the PDU Session re-establishment after the Registration or Service Request procedures are completed.
3.
Upon reception of PDU Session Release Command with Cause indicating that a PDU Session re-establishment to the same DN is required as sent in step 2, the UE generates a new PDU Session ID and initiates PDU Session Establishment procedure as described in clause 4.3.2.2. Then, the AMF selects an SMF as described in TS 23.501 [2], clause 6.4.2 and the SMF can select a new UPF (i.e. UPF2) for the re-established PDU Session of SSC mode 2.

4.3.5.2
Relocation of SSC mode 3 PDU Session Anchor with multiple PDU Sessions

The following procedure is triggered by SMF in order to relocate PDU Session Anchor serving a PDU Session of SSC mode 3 for a UE. This procedure releases the existing PDU Session associated with an old PDU Session Anchor (i.e. UPF1 in figure 4.3.5.2-1) after having established a new PDU Session to the same DN with a new PDU Session Anchor (i.e. UPF2 in figure 4.3.5.2-1), which is controlled by the same SMF. The SMF may determine that a new SMF needs to be reallocated.
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Figure 4.3.5.2-1: Relocation of SSC mode 3 PDU Session Anchor with multiple PDU Sessions
1.
The SMF determines that the serving UPF or the SMF needs to be relocated.
2.
The SMF  invokes the Namf_Communication_N1N2MessageTransfer (PDU Session ID, SMF Reallocation requested indication, N1 SM container (PDU Session Modification Command (Cause, PDU Session release timer))) where PDU Session ID indicates the existing PDU Session to be relocated and Cause indicates that a PDU Session re-establishment to the same DN is required.


The SMF Reallocation requested indication indicates whether the SMF is requested to be reallocated.


The release timer value indicates how long the network is willing to maintain the PDU Session.
3.
The AMF forwards the NAS message to the UE.

4.
If the UE receives PDU Session Modification Command, the UE may decide to initiate the PDU Session establishment procedure described in clause 4.3.2.2, to the same DN with the following differences:


In Step 1 of clause 4.3.2.2.1, according to the SSC mode, UE generates a new PDU Session ID and initiates the PDU Session Establishment Request using the new PDU Session ID. The new PDU Session ID is included as PDU Session ID in the NAS request message, and the Old PDU Session ID which indicates the existing PDU Session to be released is also provided to AMF in the NAS request message. If the PDU Session re-establishment is requested while the Registration or Service Request procedure is on-going, the UE initiates the PDU Session re-establishment after the Registration or Service Request procedures are completed.

In Step 2 of clause 4.3.2.2.1, if SMF reallocation was requested in Step 2 of this clause, the AMF selects a different SMF. Otherwise, the AMF sends the N11 message to to the same SMF serving the Old PDU Session ID.


In Step 3 of clause 4.3.2.2.1, the AMF include both PDU Session ID and Old PDU Session ID in Nsmf_PDUSession_CreateSMContext Request. The SMF detects that the PDU Session establishment request is related to the trigger in step 2 based on the presence of an Old PDU Session ID in the Nsmf_PDUSession_CreateSMContext Request. The SMF stores the new PDU Session ID and selects a new PDU Session Anchor (i.e. UPF2) for the new PDU Session.

Editor's note:
The referenced step numbers in clause 4.3.2.2 may need to be further aligned according to the updates in clause 4.3.2.2.
5.
The old PDU Session is released as described in clause 4.3.4 either by the UE before the timer provided in step 1 expires (e.g., once the UE has consolidated all traffic on PDU#2 or if the session is no more needed) or by the SMF upon expiry of this timer.

*************** End of the 3rd changes ****************
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